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Chapter I  Preface

1.1 Overview

The Rules have been designed to intensify monitoring and management of and safeguard the order of overseas bank card transactions.

Domestic card issuing financial institutions shall report and receive the information on overseas bank card transactions in accordance with the Rules.

1.2 Data collection platform

The data on overseas bank card transactions shall be collected based on the platform for the collection of foreign exchange data.

1.3 Notes on the ways of data collection and access

There are two ways for the SAFE to collect the data from financial institutions and release them to financial institutions: the first is to collect batches of data through the standardized back-end data interface files on a regular basis. Financial institutions and the SAFE generate data interface files regularly in accordance with the Rules and collect or release the data through MTS. The second is to report data through the screen of foreign exchange administration system for overseas bank card transactions (hereinafter referred to as bank card management system) and import them in the standardized file format by financial institutions; and then the SAFE generates relevant files in the standardized file format for financial institutions to download them via the screen.

For data reporting and downloading through MTS, the Operating Procedures for the Collection of Foreign Exchange Data by Financial Institutions (Huifa No. 44 [2015]) shall serve as a reference for accessing. Given the unique nature of the bank card management system, the Rules shall prevail in case of the inconsistency with the Operating Procedures during the collection of overseas transaction data.

For data reporting and downloading through screens, the Operating Handbook for Foreign Exchange Administration System for Overseas Bank Card Transactions (bank version) shall serve as a reference, and will be released separately. 
The card issuing financial institutions shall access the SAFE's external access network through the private wire for data reporting and receipts.

Financial institutions may share the private wires and MTS. One of them shall be designated as the initiator to be responsible for the maintenance of the private wires and MTS. They are required to generate interface data files respectively. For example, if the credit cooperative shares the bank card system with the provincial rural credit cooperative, its immediate supervisor, and the village and town bank shares the bank card system with the initiating bank, the credit cooperative and the village and town bank may report and receive data through the private wires and MTS of the provincial rural credit operative and the initiating bank.
Chapter II  Scope of Data Collection

2.1 The SAFE Collect Data from Financial Institutions

2.1.1 A Breakdown of the Data on Overseas Cash Withdrawals via Bank Cards

A breakdown of the data on overseas cash withdrawals via bank cards lists the specific data on overseas cash withdrawals by individuals via domestically issued bank cards, including overseas cash withdrawals from the sites and equipment such as counters of the financial institutions and ATMs via debit cards and credit cards (including credit cards and quasi-credit cards).

Any card issuing financial institution that allows overseas cash withdrawals via bank cards shall report the transactions one after another. Zero reporting will be required if no such withdrawal is made. Cash withdrawals represent all the withdrawals under MCC 6010 (financial institutions-banking services over the counter) and 6011 (financial institutions- services via ATMs).

2.1.2 A Breakdown of the Data on Overseas Consumption via Bank Cards

A breakdown of the data on overseas consumption via bank cards lists the data on overseas consumption via domestically issued bank cards, including the deals with overseas brick-and-mortar stores and online franchise merchants that are worth the equivalent of more than RMB 1,000 (exclusive) per transaction via debit cards and credit cards (including credit cards and quasi-credit cards).

Any card issuing financial institution that allows overseas consumption via bank cards shall report the transactions one after another. Zero reporting will be required if no such consumption occurs. Consumption deals represent all the consumptions other than those under MCC 6010 (financial institutions-banking services over the counter) and 6011 (financial institutions- services via ATMs).

2.2 The SAFE Releases Data to Financial Institutions

The SAFE will release to the financial institutions every day all the records on overseas transactions via bank cards that violate regulations. Such records represent the personal information on the overseas transactions or other behaviors via bank cards that violate the laws and regulations.

The schedule and relevant management requirements of the records released will be notified separately.

Chapter III  Requirements and Principles of Data Collection

3.1 Ways of Collection

The data will be collected through interfaces or screens.

	Type of data
	Way of collection/release
	From…to…
	Requirement on network access by financial institutions

	A breakdown of the data on overseas cash withdrawals via bank cards
	Interface or screen
	From financial institutions to the SAFE
	Access via private wires by financial institutions

	A breakdown of the data on overseas consumption via bank cards
	Interface or screen
	From financial institutions to the SAFE
	Access via private wires by financial institutions

	Records on overseas transactions via bank cards that violate regulations
	Interface or screen
	From the SAFE to financial institutions
	Access via private wires by financial institutions


Financial institutions shall aggregate all the transaction information of the bank and report them per legal person or per head office. It is recommended that the information be reported via interfaces. If no interface is available, the information could be reported through screens.

The data that are reported through interfaces cannot be reported through screens. For the data already reported, modifications could be made through interfaces when they are available.

In emergency, financial institutions could report data through screens in accordance with the notification from the SAFE. The information on the same transaction shall not be reported repeatedly via both interfaces and screens.

3.2 Schedule for Data Collection

	1
	A breakdown of the data on overseas cash withdrawals via bank cards
	The card issuing financial institutions shall report the data on overseas cash withdrawals via bank cards on a daily basis.

Scope of collection: all the cash withdrawals made on Day T between 00:00 and 23:59 Beijing time shall be reported before Day T+1 at 12:00 am. (To avoid system congestion, the SAFE will read the data at 10:00, 11:00 and 12:00 am and it is recommended that the card issuing financial institutions should report the data before 10:00 am).

	2
	A breakdown of the data on overseas consumption via bank cards
	The card issuing financial institutions shall report the data on overseas consumption via bank cards on a daily basis.

Scope of collection: all the consumption made on Day T between 00:00 and 23:59 Beijing time shall be reported before Day T+1 12:00 am. (To avoid system congestion, the SAFE will read the data at 10:00, 11:00 and 12:00 am and it is recommended that the card issuing financial institutions report the data before 10:00 am).

	3
	Records on overseas transactions via bank cards that violate the regulations
	The SAFE will release the records on transactions via bank cards that violate the regulations starting from 3:00 pm every day. The financial institutions choosing to report via interfaces shall receive the records before 4:00 pm every day, while those choosing to report via screens shall download the records before 4:00 pm every day.


Given that the batches and schedules of data collection and release may be adjusted as per the requirements of foreign exchange administration for overseas transactions via bank cards, financial institutions are required to establish a mechanism for flexible allocation.

Financial institutions shall correct the errors identified by the SAFE in time and report the revised information to the SAFE in the next reporting cycle.

3.3 Principles of Data Collection

3.3.1 Reporting Entity

· The reporting entity refers to the domestic card issuing financial institutions that allow overseas cash withdrawals and consumption via bank cards.

· A domestic card issuing financial institution shall in principle report the information per legal person. Any card issuing financial institution whose credit card system and debit card system do not meet the conditions for consolidated reporting may interface the two systems with the bank card management system separately to report and receive the data.
3.3.2 Principles of Data Reporting

The card issuing financial institutions shall ensure the timeliness, integrity and accuracy of the information reported. In case of information errors or omissions due to reversal and misstatement, the card issuing bank is required to modify the data in time by setting up the type of operations of "addition, deletion and modification" under the interface file data.

3.3.2.1 Principles of Reporting through Data Interfaces
· The data reported through interfaces shall be reported within the schedule herein.

· The modification and deletion of interface data shall be completed through the interfaces.

· The interface data shall meet the verification rules for various kinds of data. The serial number could be discontinued but not overlapped, and the serial number already deleted shall not be used again. All the amounts shall be set with only two digits after the decimal point.

· For the interface data files included in the same interface control files: the business data primary key shall not be overlapped in the same interface file; the number of records per interface data file shall not exceed 5,000 pieces. If the number of records exceeds 5,000 pieces, the file shall be separated into many interface data files.

· The interface files will be presented in XML. The Chinese character sets in the interface files will be presented in line with GB18030 and others, in ASCII character sets. All the interface files shall begin by "<?xml version="1.0" encoding="gb18030"?>" as the first line.

· When developing the interface programs, financial institutions shall replace the reserved characters of XML based on the XML grammar as shown below: the characters in the left column shall be replaced by the corresponding entities in the right column.

	<
	&lt;

	&
	&amp;

	>
	&gt;

	"
	&quot;

	'
	&apos;


· The interface programs of financial institutions shall be flexible and scalable to adapt to the adjustments of the scope of data collection and relevant codes.

· Financial institutions must conduct zero reporting if no business occurs during one reporting cycle.

3.3.2.2 Principles of Reporting through Data Screens
· The data reported and received through screens shall be reported within the reporting and downloading timeframe herein.
· For other requirements on reporting through screens, the Operating Handbook for Foreign Exchange Administration System for Overseas Bank Card Transactions (bank version) shall serve as a reference.

Chapter IV  Rules for Naming and Collecting Interface Data Files

4.1  Interface data and interface feedback files reported by financial institutions to the SAFE

4.1.1  Naming conventions for interface data files generated through the information systems of financial institutions

Data type + 12-digit financial institution identifier + 6-digit date (YYMMDD) + 2-digit serial number, with XML extension.

Notes: 1. The 12-digit financial institution identifier shall be the financial institution identifier of the card issuing financial institution's head office the financial institution has reported to the SAFE.

2. The serial numbers of interface control files are used to differentiate the multiple batches of interface data files within a day, and are recounted every day, incremented from 00 to 99. The serial numbers of interface data files are used to differentiate the interface data files of the same type and within the same batch, and are recounted for every batch, with the serial number incremented from 00 to 99.

Rules for data type: code of application type + 2-digit code of interface files type 

Code of application type: The codes of such interface file corresponding to various applications:

	Code of application type
	Application type
	Remarks

	CRD
	A breakdown of the data on overseas cash withdrawals via bank cards
	

	CRX
	A breakdown of the data on overseas consumption via bank cards
	


A breakdown of the data on overseas cash withdrawals via bank cards: CRD + 2-digit interface files type code

Codes of interface file types:

TT
Interface control files
TA
A breakdown of the data on overseas cash withdrawals via bank cards: (for all card types)

TB
A breakdown of the data on overseas cash withdrawals via bank cards: (for debit card)

TC
A breakdown of the data on overseas cash withdrawals via bank cards: (for credit card)

A breakdown of the data on overseas consumption via bank cards: CRX + 2-digit code of interface file type

Codes of interface file types:

TT
Interface control files
XA
A breakdown of the data on overseas consumption via bank cards (for all card types)

XB
A breakdown of the data on overseas consumption via bank cards (for debit card)

XC
A breakdown of the data on overseas consumption via bank cards (for debit card)

4.1.2  Rules for naming interface feedback files

Where there is any error in the interface files submitted by the financial institution to the SAFE, the error will be recorded by the interface import program in the interface feedback files. Below are the rules for naming interface feedback files:

Name of bank interface files + ERR, with XML extension.

E.g.: If there is an error in the bank interface file, CRDTC11000000010117010101.XML, the corresponding feedback file shall be named CRDTC11000000010117010101ERR.XML.

4.2  Data interface files released by the SAFE to financial institutions

4.2.1  Rules for naming data interface files generated by the SAFE

Below are the rules for naming the data interface files released by the SAFE to financial institutions:

Application type + 6-digit date (YYMMDD) + 1-digit batch code + file type + 3-digit serial number, with XML control files and CSV data file extensions.

Notes: 1. Batch code is used to distinguish batches of data released by the SAFE, and recounted by the day from 1.

2. Serial numbers are used to distinguish the interface files within one batch, from 000 to 999.

Application type code: Below are the codes of various application types in this interface file:

	Application type code
	Application type
	Remarks

	CTOB
	Records of overseas bank card transactions that violate regulations
	


Files type code:
TT
Interface control files
TN
Records on overseas transactions via bank cards that violate regulations

4.3  Interface file reporting rules

4.3.1  Rules for reporting by financial institutions and feedback directories

MTS provides five kinds of directories for the transmission applications adopted by financial institutions for data collection, namely, pre-transmission directory, transmission history directory, error files directory, interface feedback directory and log directory. There is a token file and control directory under the pre-transmission directory, transmission history directory, error files directory and interface feedback directory respectively.

	Serial number
	Type of directory
	Definition
	Requirements

	1
	Pre-transmission directory
	The interface data files generated through interface programs of financial institutions shall be included in the folder using the 25-digit interface control file name (extension excluded) under this directory before being transmitted to the SAFE.
	The interface files of the same institution shall be transmitted based on the date and serial number in the name of the interface control file.

	2
	Transmission history directory
	Date subdirectories are generated under the transmission history directory by YYMMDD; under each date subdirectory, there are several control directories in which interface files successfully transmitted on the day are kept.
	The data files under the history directory shall be stored for at least 2 weeks on the server, and can be deleted at the sole discretion of banks afterwards.

	3
	Error file directory
	If the data collection and transmission application of a financial institution on the MTS has detected an error in an interface control file, the whole batch of the files will not be transmitted but transferred to the error file directory.
	The interface files under this directory shall be corrected and reported with the original name.

	4
	Interface feedback directory
	If the verification of the transaction data collection platform of the SAFE identifies any error in the interface data files, the error will be placed in the format of interface feedback file in the interface feedback control folder (extension excluded) and stored under the interface feedback directory.
	The corrected data related to the interface feedback data file shall be reported after the interface file is renamed.

	5
	Log directory
	Financial institutions shall keep interface files transmission logs on a daily basis.
	

	6
	Control directory
	The pre-transmission directory and error file directory use the name of the interface control file (extension excluded) as the control directory, under which the interface control files and interface data files are stored. The control directory under the pre-transmission directory is created by the bank. The control directory under the error file directory is created by MTS.
	

	
	
	Each date subdirectory under the transmission history directory shall use the interface control file name (extension excluded) as the control directory, under which the interface control files and interface data files are stored. Such control directories are created by the MTS.
	

	
	
	The interface feedback directory shall use the interface feedback control file name (extension excluded) as the control directory. The interface feedback control and interface feedback data files are stored under this directory. In such a case, the control directory are created by MTS.
	


Below is the root directory name for the transmission of the interface data files for different types of applications:

	Serial number
	Application type
	Root directory name

	1
	Data on overseas bank card transactions
	CRDData


The paths of root directory, pre-transmission directory, transmission history directory, error file directory and interface feedback directory are shown in the following chart. See specific configurations in the Manual for Installation and Deployment of Message Transmission System (for Banks).

Illustration of interface file directory


[image: image1.emf]接口文件目录示意图

接口文件目录示意图

…./CRDData

HistorySend

20160601

……

Feedback

Send

CRDTT11000000010117010101

CRDTT11000000010117010102

ErrorFiles

CRDTT11000000010117010101.XML

CRDTC11000000010117010101.XML

…

CRDTT11000000010117010101.XML

CRDTC11000000010117010101.XML

…

CRDTT11000000010117010104ERR.XML

CRDTA11000000010117010103ERR.XML

…...

CRDTT11000000010117010104ERR.XML

CRDTA11000000010117010103ERR.XML

…...

CRDTT11000000010117010103.XML

CRDTC11000000010117010105.XML

…

...

CRDTT11000000010117010103.XML

CRDTC11000000010117010105.XML

…

...

CRDTT11000000010116060103.XML

CRDTB11000000010116060101.XML

…

...

CRDTT11000000010116060103.XML

CRDTB11000000010116060101.XML

…

...

Token.lock

Token.lock

CRDTT11000000010117010103

……

Token.lock

Token.lock

CRDTT11000000010116060103

……

CRDTT11000000010117010104ERR

……

Token.lock

Token.lock

Token.lock

Token.lock

Log

bankdata20161231.log

bankdata20170101.log

...

bankdata20161231.log

bankdata20170101.log

...

……

CRDTT11000000010117010102.XML

CRDTC11000000010117010101.XML

CRDTB11000000010117010101.XML

…

CRDTT11000000010117010102.XML

CRDTC11000000010117010101.XML

CRDTB11000000010117010101.XML

…


4.3.2  Directory Rules for data received by financial institutions from the SAFE

	Directory path
	Description

	InterfaceFile
	Root directory of data files from the SAFE (could be self-defined by banks)

	InterfaceFile/ReciveFile
	Root directory of data files to be received by banks from the SAFE

	InterfaceFile/ReciveFile

/${DEST ORG}
	Bank MTS node code

	InterfaceFile/ReciveFile

/${DEST ORG}/${SOURCE ORG}
	CTOB

	InterfaceFile/ReciveFile/

${DEST ORG}/${SOURCE ORG}

/${BATCHNO}
	The batch number directory contains one or more directories that are made up of 6-digit date and one batch code.

	InterfaceFile/ReciveFile /${DEST ORG}/${SOURCE ORG}

/${BATCHNO}/${FILES}
	The SAFE data files are comprised of one control file and one or more SAFE data files.
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4.3.3  Interface files reading, writing and control requirements

The interface programs of financial institutions should allow automatic placement of interface data files in the pre-transmission directory of the message transmission system based on the control directory, and automatic reading of the transmission history directory, error file directory and interface feedback directory of the system.

Specific time intervals shall be defined by financial institutions between the data reporting time and the implementation time of the MTS transmission tasks.

To ensure the integrity of bank interface files transmitted through MTS, a token file-based approach shall be taken to resolve the conflicts between the placement of pre-transmission data by financial institutions and the automatic transmission by MTS, and between the reading of interface feedback files or interface data files by financial institutions and the automatic receipt by the system. The token file name is Token.lock.

Financial institutions submitting interface files shall check whether there is any token file under the pre-transmission directory. If yes, the submission will not be allowed. If not, a token file shall be created at first, and deleted after completion of the read-in of such batch of interface files. This holds true for the transmission through MTS, so as to avoid modification of interface files by the bank interface program during transmission.

After MTS has received the interface feedback and data files from the foreign exchange data collection platform, check whether there is any token file under the interface feedback directory or interface receipt directory first. If yes, the read-in will not be allowed. If not, a token file shall be created first, and then released for read-in by banks after the completion of read-in of such a batch of interface feedback or interface data files. The same is true of financial institutions reading interface feedback or data files, so as to avoid modification of interface feedback or data files under this directory by MTS.

The control mechanism is similar between the history transmission or error file directories and the interface feedback directory.

Chapter V  Interface file format

The following terms are used to describe the interface file format:

Application type

The type of application for which this interface file is used is identified as follows:

	Application type code
	Application type

	CRD
	A breakdown of the data on overseas cash withdrawals via bank cards

	CRX
	A breakdown of the data on overseas consumption via bank cards

	CTOB
	Records on overseas transactions via bank cards that violate regulations


Current file type
The type of this interface file, namely, the Interface File Type Code in the section of "Interface Files Naming Rules".

Input/output

"IN” for interface files generated by information systems of financial institutions, and "OUT” for interface files generated by the SAFE.

Transaction data

See the following sections for format details.

5.1  Interface data and feedback files reported by financial institutions to the SAFE

5.1.1  Format of interface files generated through the information systems of financial institutions

The interface files generated through the information systems of financial institutions contain the interface control files and interface data files.

5.1.1.1 Format of interface control files
<MSG>

<APPTYPE>Application type</APPTYPE>

<CURRENTFILE>Current file type</CURRENTFILE>

<INOUT>Input/output</INOUT>

<TOTALFILES>Total number of files</TOTALFILES>

<FILES>



<FILENAME>File name</FILENAME>


……Listing of the file names of all interface data to be imported

</FILES>

</MSG>

5.1.1.2 Format of interface data files
<MSG>

<APPTYPE>Application type</APPTYPE>

<CURRENTFILE>Current file type</CURRENTFILE>

<INOUT>Input/output</INOUT>


<TOTALRECORDS>Total number of files</TOTALRECORDS>


<RECORDS>

<REC>

Transaction data
</REC>


   ……

</RECORDS>

</MSG>

The breakdowns of the data on overseas bank card cash withdrawals and consumption should be submitted even though no data is available. In zero reporting, the total number of records should be “0”, and transaction data shall be left blank.

5.1.2  Format of interface feedback files

<MSG>

<APPTYPE>Application type</APPTYPE>

<CURRENTFILE>Current file type</CURRENTFILE>

<INOUT>Input/output</INOUT>

<FORMATERRS>Number of file format errors</FORMATERRS>

<FORMATS>



<FORMAT>Description of file format errors</FORMAT>



……

</FORMATS>

<TOTALRECORDS>Total number of records</TOTALRECORDS>

<SUCRECORDS>Number of success records </SUCRECORDS>

<FALRECORDS>Number of failure records</FALRECORDS>

<ERRRECORDS>

<REC>

<BUSSNO>Primary key for transaction data</BUSSNO>

<ERRFIELDS>





<ERR>






<ERRFIELD>English identifier for error fields</ERRFIELD>

<ERRFIELDCN>Chinese identifier for error fields</ERRFIELDCN>






<ERRDESC>Reasons for errors</ERRDESC>





</ERR>




……




</ERRFIELDS>

</REC>


……


</ERRRECORDS>

</MSG>

If there is any error in the interface file format, the number of file format errors will not be “0”, and detailed description of the error will be provided. If there is no error, there will be no description of file format error, except the feedback record of error message.

5.2  Interface data files released by the SAFE to financial institutions

5.2.1  Format of interface files generated by the SAFE

The interface files generated by the SAFE contain the interface control files and data files.

5.2.1.1 Format of interface control files
<MSG>

<APPTYPE>Application type</APPTYPE>

<CURRENTFILE>Current file type</CURRENTFILE>

<INOUT>Input/output</INOUT>

<TOTALFILES>Total number of files</TOTALFILES>

<FILES>



<FILENAME>File name</FILENAME>



……Listing of the file names of all interface feedback data

</FILES>

</MSG>

5.2.1.2 Format of interface data files
The format of interface data files should be a comma-separated value (CSV). Below are the format requirements:

1. The data in the 1st line are the name list records, shown as N;

2. The data in the 2nd line until the N+1 line are details of name list records; the 1st column shows the type of the cardholder’s identity certificate, the 2nd column represents the cardholder’s country/region, and the 3rd column is the cardholder's certificate number;

3. The data in the N+2 line show the end of the file (END).

The example of CSV is as follows:


[image: image3]
Chapter VI  Data interface format
6.1  Data on overseas bank card transactions
6.1.1  A breakdown of the data on overseas cash withdrawals via bank cards
6.1.1.1 Definition of data terms
	Basic data items
	Definition

	Transaction reference number
	Such code is used for each piece of data reported by financial institutions and coded in accordance with the prescribed rules for the convenience of addition, deletion, modification, inquiry, etc. Coding rules: 27 digits, T + Code of the local SAFE office governing the card issuer (6 digits) + Code of the financial institution (4 digits) + Transaction date (8 digits, yyyymmdd) + Bank card type (1 - Debit card; 2 - Credit card; 3 - Quasi-credit card) + serial number (7 digitals, beginning from 0000001).

	Type of identity certificates of cardholders
	Type of identity certificates used by cardholders when applying for bank cards

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	Nationality (region) of the cardholder
	The country (region) issuing the identity certificate used by cardholders when applying for bank cards

"China" for all domestic individuals.

"China" to be filled in by Chinese passport holders

"Hong Kong/Macau" for holders of the Mainland travel permit for Hong Kong and Macau residents

"Taiwan" for holders of the Mainland travel permit for Taiwan residents

Nationalities (regions) of other foreign individuals (including holders of foreign passport/alien permanent resident certificate) other than China

"Other" for nationality (region) issuing identity certificates not available for cardholders

	Number of identity certificate
	Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.

Other types of identity certificates are verified in accordance with relevant requirements of competent authorities.

	Name of cardholder
	Name of cardholder refers to the name shown on the valid identity certificate used by a cardholder when applying for a bank card.

	Card number
	Card number refers to the number of bank card used by a cardholder for overseas cash withdrawals.

	Transaction currency
	It means the original currency for overseas cash withdrawals by a cardholder.

	Transaction amount
	It means the amount of original currency for overseas cash withdrawals by a cardholder. The amount of the clearing currency shall be provided where the amount of the original currency is not available. The amount should be rounded up to the nearest integer.

	RMB amount converted from the transaction currency
	It means the RMB amount converted by the card issuing bank from the transaction currency. The exchange rate for the conversion into the RMB should be determined by the card issuing bank on a prudential and reasonable basis. The RMB amount should be rounded up to the nearest integer.

	MCC
	Merchant Category Code, means the codes formulated by the bank card clearing associations for primary business scope and industry category of a specific merchant, e.g., “6010” for cash withdrawal over the counter, “6011” for cash withdrawal via ATM.

	Bank card type
	Bank card type includes debit card, credit card and quasi-credit card.

	Bank card clearing channel
	Codes for clearing channels of the bank card associations or other clearing channels should be input as follows: 1 - UnionPay; 2 - Visa; 3 - Mastercard; 4 - AMERICAN EXPRESS; 5 - DINERS CLUB; 6 - JCB; 7 - Clearing through card issuing bank; 8 - Other.

	Financial institution code of card issuing bank
	The financial institution code formulated by the State Administration of Foreign Exchange. The financial institution code of card issuing bank should be provided.

	Code for the local SAFE office governing the card issuer
	The 6-digit code for the local SAFE office governing the card issuer should be provided. If no local SAFE office is available, the 6-digit of the higher-level SAFE office should be filled in. The code for the local SAFE office governing the bank card center should be provided if the credit card issuer cannot be identified.

	Date and time of transaction authorization
	The format for the date and time of transaction authorization should be yyyy-mm-dd HH:MM:SS. The date and time for the clearing could be used where the date and time for the transaction authorization is not available.

	Country or region of the transaction
	means the place where the cash is withdrawn overseas.

	Bank’s internal serial numbers
	mean the internal serial numbers within the banking system.

	Card organization reference number
	means the unique business identifier in the transaction authorization file of the bank card clearing association.


6.1.1.2 Data format
< REC >

< OPER_TYPE_CODE>Type of operations</OPER_TYPE_CODE>

< REASON_CODE>Reason for change/deletion</ REASON_CODE>

<REFNO >Transaction reference number</REFNO >

<CERT_TYPE_CODE >Type of identity certificates of cardholders</CERT_TYPE_CODE >

<PTY_COUNTRY_CODE >Nationality (region) of the cardholder</PTY_COUNTRY_CODE >

< ID_CODE >Number of identity certificate</ ID_CODE >

< PERSON_NAME >Name of cardholder</ PERSON_NAME >

<ACCTNO >Card number</ACCTNO >

< JY_ CCY_CODE >Transaction currency</ JY_ CCY_CODE >

< JY_AMT >Transaction amount</ JY_AMT >

< QS_AMT_RMB >RMB amount converted from the transaction currency</ QS_AMT_RMB >

< MCC_CODE >MCC</ MCC_CODE >

< CARD _TYPE_CODE >Bank card type</ CARD _TYPE_CODE >

< CARD_CHNL_CODE >Bank card clearing channel</ CARD_CHNL_CODE >

< BANK_CODE >Financial institution code of card issuing bank</ BANK_CODE >

<BRANCH_SAFECODE>Code for the local SAFE office governing the card issuer</BRANCH_SAFECODE>

< BIZ_DEAL_TIME >Date and time of transaction authorization</ BIZ_DEAL_TIME >

< COUNTRY_CODE >Country or region of the transaction</ COUNTRY_CODE >

< BANK_SELF_NUM >Bank’s internal serial numbers</ BANK_SELF_NUM >

< CARD_ SELF_NUM >Card organization reference number</ CARD_ SELF_NUM >

</ REC >

6.1.1.3 Data dictionary
	Field
	Description
	Type (length)
	Verification

	OPER_TYPE_CODE
	Type of operations
	Character, 1
	Compulsory,

A － Addition

C － Change

D － Deletion

For wrong data sent back by the SAFE, the correct data shall be reported using the original reference number, and the operation type shall be A (Addition).

	REASON_CODE
	Reason for change/deletion
	Character, 128
	If the field value is C or D, such fields are compulsory.

	REFNO
	Transaction reference number
	Character, 27
	Compulsory, 27 digits, T + Code of the local SAFE office governing the card issuer (6 digits) + Code of the financial institution (4 digits) + Transaction date (8 digits, yyyymmdd) + Bank card type (1 - Debit card; 2 - Credit card; 3 - Quasi-credit card) + serial number (7 digitals, beginning from 0000001).

	CERT_TYPE_CODE
	Type of identity certificates of cardholders
	Character, 2
	Compulsory,

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Foreign passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	PTY_COUNTRY_CODE
	Nationality (region) of the cardholder
	Character, 3
	Compulsory, see the list of country/region codes.

The code for China applies to all domestic individuals.

The code for China applies to all holders of Chinese passports.

The code for Hong Kong/Macau applies to holders of the Mainland travel permit for Hong Kong and Macau residents.

The code for Taiwan applies to holders of the Mainland travel permit for Taiwan residents.

Codes for nationalities (regions) other than China apply to other foreign individuals (including holders of foreign passport/alien permanent resident certificate).

"000" for matters not mentioned above.

	ID_CODE
	Number of identity certificate
	Character, 128
	Compulsory

Number of identity certificate:  Half-wide format;

Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.

Other types of identity certificates are verified in accordance with relevant requirements of competent authorities.

	PERSON_NAME
	Name of cardholder
	Character, 128
	Compulsory. For names shown on the identity certificates of cardholders, only Chinese characters, letters (half-width) or symbols are allowed (only half-width format point (“.”) and (“-”) and Chinese format point (“·”) are supported), and blank spaces in the middle are allowed.

	ACCTNO
	Card number
	Character, 32
	Compulsory. The number of bank card used for overseas cash withdrawals should be filled in.

	JY_ CCY_CODE
	Transaction currency
	Character, 3
	Compulsory, see the list of currency codes.

	JY_AMT
	Transaction amount
	Numeric type, 22.2
	Compulsory.

	QS_AMT_RMB
	RMB amount converted from the transaction currency
	Numeric type, 22.2
	Compulsory.

	MCC_CODE
	MCC
	Character, 4
	Compulsory. Either “6010” or “6011”.

	CARD _TYPE_CODE
	Bank card type
	Character, 1
	Compulsory. 1-Debit card, 2-Credit card, 3-Quasi-credit card.

	CARD_CHNL_CODE
	Bank card clearing channel
	Character, 1
	Compulsory. 1 - UnionPay; 2 - Visa; 3 - Mastercard; 4 - AMERICAN EXPRESS; 5 - DINERS CLUB; 6 - JCB; 7 - Clearing through card issuing bank; 8-Other.

	BANK_CODE
	Financial institution code of card issuing bank
	Character, 4
	Compulsory.

	BRANCH_SAFECODE
	Code for the local SAFE office governing the card issuer
	Character, 6
	Compulsory, see the list of SAFE office codes.

	BIZ_DEAL_TIME
	Date and time of transaction authorization
	Type of time
	Compulsory. The format is yyyy-mm-dd HH:MM:SS.

	COUNTRY_CODE
	Country or region of the transaction
	Character, 3
	Compulsory, see the list of country/region codes.

	BANK_SELF_NUM
	Bank’s internal serial numbers
	Character, 128
	Compulsory. The serial number of such transaction with the bank.

	CARD_ SELF_NUM
	Card organization reference number
	Character, 128
	Compulsory. The serial number of such transaction with the card association.


6.1.2 Breakdown of the data on overseas bank card consumption
6.1.2.1 Definition of data terms
	Basic data items
	Definition

	Transaction reference number
	Such code is used for each piece of data reported by financial institutions and coded in accordance with the prescribed rules for the convenience of addition, deletion, modification, inquiry, etc. Coding rules: 27 digits, X + Code of the local SAFE office governing the card issuer (6 digits) + Code of the financial institution (4 digits) + Transaction date (8 digits, yyyymmdd) + Bank card type (1 - Debit card; 2 - Credit card; 3 - Quasi-credit card) + serial number (7 digitals, beginning from 0000001).

	Type of identity certificates of cardholders
	Type of identity certificates used by cardholders when applying for bank cards

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	Nationality (region) of the cardholder
	The country (region) issuing the identity certificate used by cardholders when applying for bank cards

"China" for all domestic individuals.

"China" to be filled in by Chinese passport holders

"Hong Kong/Macau" for holders of the Mainland travel permit for Hong Kong and Macau residents

"Taiwan" for holders of the Mainland travel permit for Taiwan residents

Nationalities (regions) of other foreign individuals (including holders of foreign passport/alien permanent resident certificate) other than China

"Other" for nationality(region) issuing identity certificates not available for cardholders

	Number of identity certificate
	Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.

Other types of identity certificates are verified in accordance with relevant requirements of competent authorities.

	Name of cardholder
	refers to the name shown on the valid identity certificate used by a cardholder when applying for a bank card.

	Card number
	means the number of bank card used by a cardholder for overseas consumption.

	Transaction currency
	means the original currency for overseas consumption by a cardholder.

	Transaction amount
	means the amount of original currency for overseas consumption by a cardholder. The amount of the clearing currency shall be provided where the amount of the original currency is not available. The amount should be rounded up to the nearest integer.

	RMB amount converted from the transaction currency
	means the RMB amount converted by the card issuing bank from the transaction currency. The exchange rate for the conversion into the RMB should be determined by the card issuing bank on a prudential and reasonable basis. The RMB amount should be rounded up to the nearest integer.

	MCC
	Merchant Category Code means the codes formulated by the bank card clearing organization for primary business scope and industry category of a specific merchant, excluding “6010” (Financial institution - banking services over the counter) and “6011” (Financial institution - services via ATM).

	Bank card type
	includes debit card, credit card and quasi-credit card.

	Bank card clearing channel
	Codes for clearing channels of the bank card associations or other clearing channels should be input as follows: 1 - UnionPay; 2 - Visa; 3 - Mastercard; 4 - AMERICAN EXPRESS; 5 - DINERS CLUB; 6 - JCB; 7 - Clearing through card issuing bank; 8 - Other.

	Financial institution code of card issuing bank
	The financial institution code formulated by the State Administration of Foreign Exchange. The financial institution code of card issuing bank should be provided.

	Code for the local SAFE office governing the card issuer
	The 6-digit code for the local SAFE office governing the card issuer should be provided. If no local SAFE office is available, the 6-digit of the higher-level SAFE office should be filled in. The code for the local SAFE office governing the bank card center should be provided if the credit card issuer cannot be identified.

	Date and time of transaction authorization
	The format for the date and time of transaction authorization should be yyyy-mm-dd HH:MM:SS. The date and time for the clearing could be used where the date and time for the transaction authorization is not available.

	Country or region of the transaction
	means the place where the overseas consumption takes place.

	Bank’s internal serial numbers
	mean the internal serial numbers within the banking system.

	Card organization reference number
	means the unique business identifier in the transaction authorization file of the bank card clearing association.

	Name of merchant
	means the full name of the merchant.

	Type of merchant
	means the type of merchant, including brick-and-mortar and online merchants.


6.1.2.2 Data format
< REC >

< OPER_TYPE_CODE>Type of operations</OPER_TYPE_CODE>

< REASON_CODE>Reason for change/deletion</ REASON_CODE>

<REFNO >Transaction reference number</REFNO >

<CERT_TYPE_CODE >Type of identity certificates of cardholders</CERT_TYPE_CODE >

<PTY_COUNTRY_CODE >Nationality (region) of the cardholder</PTY_COUNTRY_CODE >

< ID_CODE >Number of identity certificate</ ID_CODE >

< PERSON_NAME >Name of cardholder</ PERSON_NAME >

<ACCTNO >Card number</ACCTNO >

< JY_ CCY_CODE >Transaction currency</ JY_ CCY_CODE >

< JY_AMT >Transaction amount</ JY_AMT >

< QS_AMT_RMB >RMB amount converted from the transaction currency</ QS_AMT_RMB >

< MCC_CODE >MCC</ MCC_CODE >

< CARD _TYPE_CODE >Bank card type</ CARD _TYPE_CODE >

< CARD_CHNL_CODE >Bank card clearing channel</ CARD_CHNL_CODE >

< BANK_CODE >Financial institution code of card issuing bank</ BANK_CODE >

<BRANCH_SAFECODE>Code for the local SAFE office governing the card issuer</BRANCH_SAFECODE>

< BIZ_DEAL_TIME >Date and time of transaction authorization</ BIZ_DEAL_TIME >

< COUNTRY_CODE >Country or region of the transaction</ COUNTRY_CODE >

< BANK_SELF_NUM >Bank’s internal serial numbers</ BANK_SELF_NUM >

< CARD_ SELF_NUM >Card organization reference number</ CARD_ SELF_NUM >

< SH_NAME >Name of merchant</ SH_NAME >

< JY_CHNL >Type of merchant</ JY_CHNL >

</ REC >

6.1.2.3 Data dictionary
	Field
	Description
	Type (length)
	Verification

	OPER_TYPE_CODE
	Type of operations
	Character, 1
	Compulsory,

A － Addition

C － Change

D － Deletion

For wrong data sent back by the SAFE, the correct data shall be reported using the original reference number, and the operation type shall be A (Addition).

	REASON_CODE
	Reason for change/deletion
	Character, 128
	If the field value is C or D, such fields are compulsory.

	REFNO
	Transaction reference number
	Character, 27
	Compulsory, 27 digits, X + Code of the local SAFE office (6 digits) + Code of the financial institution (4 digits) + Transaction date (8 digits, yyyymmdd) + Bank card type (1 - Debit card; 2 - Credit card; 3 - Quasi-credit card) + serial number (7 digitals, beginning from 0000001).

	CERT_TYPE_CODE
	Type of identity certificates of cardholders
	Character, 2
	Compulsory,

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Foreign passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	PTY_COUNTRY_CODE
	Nationality (region) of the cardholder
	Character, 3
	Compulsory, see the list of country/region codes.

"China" for all domestic individuals.

"China" to be filled in by Chinese passport holders

"Hong Kong/Macau" for holders of the Mainland travel permit for Hong Kong and Macau residents

"Taiwan" for holders of the Mainland travel permit for Taiwan residents

Nationalities (regions) of other foreign individuals (including holders of foreign passport/alien permanent resident certificate) other than China

"000" for matters not mentioned above.

	ID_CODE
	Number of identity certificate
	Character, 128
	Compulsory

Number of identity certificate: Half-wide format;

Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.

Other types of identity certificates are verified in accordance with relevant requirements of competent authorities.

	PERSON_NAME
	Name of cardholder
	Character, 128
	Compulsory. For names shown on the identity certificates of cardholders, only Chinese characters, letters (half-width) or symbols are allowed (only half-width format point (“.”) and (“-”) and Chinese format point (“·”) are supported), and blank spaces in the middle are allowed.

	ACCTNO
	Card number
	Character, 32
	Compulsory. Number of bank card used for overseas consumption.

	JY_ CCY_CODE
	Transaction currency
	Character, 3
	Compulsory, see the list of currency codes.

	JY_AMT
	Transaction amount
	Numeric type, 22.2
	Compulsory.

	QS_AMT_RMB
	RMB amount converted from the transaction currency
	Numeric type, 22.2
	Compulsory.

	MCC_CODE
	MCC
	Character, 4
	Compulsory. Excluding overseas withdrawals data under “6010” (Financial institution - banking services over the counter) and “6011” (Financial institution - services via ATM)

	CARD _TYPE_CODE
	Bank card type
	Character, 1
	Compulsory. 1-Debit card, 2-Credit card, 3-Quasi-credit card.

	CARD_CHNL_CODE
	Bank card clearing channel
	Character, 1
	Compulsory. 1 - UnionPay; 2 - Visa; 3 - Mastercard; 4 - AMERICAN EXPRESS; 5 - DINERS CLUB; 6 - JCB; 7 - Clearing through card issuing bank; 8 - Other.

	BANK_CODE 
	Financial institution code of card issuing bank
	Character, 4
	Compulsory.

	BRANCH_SAFECODE
	Code for the local SAFE office governing the card issuer
	Character, 6
	Compulsory, see the list of SAFE office codes.

	BIZ_DEAL_TIME
	Date and time of transaction authorization
	Type of time
	Compulsory. The format is yyyy-mm-dd HH:MM:SS.

	COUNTRY_CODE
	Country or region of the transaction
	Character, 3
	Compulsory, see the list of country/region codes.

	BANK_SELF_NUM
	Bank’s internal serial numbers
	Character, 128
	Compulsory. The serial number of such transaction with the bank.

	CARD_ SELF_NUM
	Card organization reference number
	Character, 128
	Compulsory. The serial number of such transaction with the card association.

	SH_NAME
	Name of merchant
	Character, 128
	Compulsory. Full name of the merchant making the transaction.

	JY_CHNL
	Type of merchant
	Character, 1
	Compulsory. 1-Brick-and-mortar merchant, 2-Online franchise merchant


6.2  Data on overseas bank card transactions in violation of regulations
6.2.1  Definition of data terms
	Basic data items
	Definition

	Type of identity certificates of cardholders
	Type of identity certificates used by cardholders when applying for bank cards

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	Nationality (region) of the cardholder
	The country (region) issuing the identity certificate used by cardholders when applying for bank cards

"China" for all domestic individuals.

"China" to be filled in by Chinese passport holders

"Hong Kong/Macau" for holders of the Mainland travel permit for Hong Kong and Macau residents

"Taiwan" for holders of the Mainland travel permit for Taiwan residents

Nationalities (regions) of other foreign individuals (including holders of foreign passport/alien permanent resident certificate) other than China

"Other" for nationality(region) issuing identity certificates not available for cardholders

	Number of identity certificate
	Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.

Other types of identity certificates are verified in accordance with relevant requirements of competent authorities.


6.2.2  Data format
CERT_TYPE_CODE,PTY_COUNTRY_CODE,ID_CODE

6.2.3  Data dictionary
	Field
	Description
	Type (length)
	Verification

	CERT_TYPE_CODE
	Type of identity certificates of cardholders
	Character, 2
	Compulsory. Type of identity certificates used by cardholders when applying for bank cards

Domestic Individuals:

01 Resident identity card

02 Military identity certificate

03 Armed police identity certificate

Foreign individuals:

04 Passport

05 Alien permanent resident certificate

06 Mainland travel permit for Hong Kong and Macau residents

07 Mainland travel permit for Taiwan residents

09 Chinese passport

10 Diplomatic identity card

11 Other identity certificates

	PTY_COUNTRY_CODE
	Nationality (region) of the cardholder
	Character, 3
	Compulsory, see the list of country/region codes.

The code for China applies to all domestic individuals.

The code for China applies to all holders of Chinese passports.

The code for Hong Kong/Macau applies to holders of the Mainland travel permit for Hong Kong and Macau residents.

The code for Taiwan applies to holders of the Mainland travel permit for Taiwan residents.

Codes for nationalities (regions) other than China apply to other foreign individuals (including holders of foreign passport/alien permanent resident certificate).

"000" for matters not mentioned above.

	ID_CODE
	Number of identity certificate
	Character, 128
	Compulsory

Number of identity certificate:  Half-wide format;

Domestic Individuals:

The number of identity card should be 18 digits, which are all figures or figures plus the last capitalized English letter. The number shall conform to the identity card number verification rules of the Ministry of Public Security.

Foreign individuals:

Only capitalized letters, figures and Chinese characters are allowed to be input for foreign passports.

The number of alien permanent resident certificate should be 15 digits (country code (3 capitalized letters of the country code+ 12 figures).

The number of the Mainland travel permit for Hong Kong and Macau residents should begin with "H" (for Hong Kong) or "M" (for Macau), followed by 8 digits.

The number of the Mainland travel permit for Taiwan residents should be 7 or 8 digits.


Chapter VII  Code List

7.1 List of Country and Region Codes

This code list is to be released by banks' information portals and updated by the SAFE based on changes.

7.2 List of Currency Codes

This code list is to be released by banks' information portals and updated by the SAFE based on changes.
7.3 List of SAFE office codes

This code list is to be released by banks' information portals and updated by the SAFE based on changes.
Chapter VIII  Notes on the Type of Feedback on Errors in Interface Files

The notes on the type of feedback on errors in interface files will no longer be included in the Rules but released through the information portals of banks.
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